additions for term-11 draft:

- change definition of IPsec Server to IPsec Gateway and in the issue section state

   "IPsec Gateways are also sometimes referred to as 'IPsec Servers' or 'VPN 

   Concentrators'

- added NAT traversal to security context under IKE context as a MUST 

- changed 'IPsec Tunnel Capacity' to explicitly state that each IPsec SA

  is associated with exactly 1 IKE SA

- IPsec througput definition - delete second paragraph in discussion

- Changed Phase 1 DoS resiliency rate definition to generalize on a rate of 

  measurement that is to be measured as a graph of valid IKE Phase 1 tunnel

  attempts per second (TAPS) and the percentage of failure

additions for meth-04 draft:

- added text under 'Frame Type' section to explicitly recommend testing Nat-Traversal scenario which requires UDP encapsulation.

- changed text 'Testing of AH Transforms 1 and 2 MUST be supported' to 'If AH is supported by the DUT/SUT testing of AH Transforms 1 and 2 MUST be supported'

- added clarification text to section 9.1 on throughput baseline and reference to IPsec SA traffic selectors

- modified section 9.1 language on reporting format to get rid of terms 'advertising copy' and 'product datasheet' and any references to publications requirements

- modified text in all frame loss test procedures to mention 'nominal device throughput' rather than 'frame rate on input media

- add text for 11.2 topology section to address scenario with an asymmetric topology

- added single tunnel, maximum throughput case in section 14 as a MUST 

?????- modified text in 15.1 to address comment that this DoS test will not work well with randomized anti-DoS mechanisms???????

- modified text in 15.2 to make scalability point explicit and clarify reporting format text

