ITU-T Study Group 17 Question 2, Security architecture and framework, thanks IETF OPSEC WG for the collaboration in the work related to IPv6 security and the liaison statement (ref: IETF Security Area - LS 6 -E).

Question 2/17 has almost completed the work item “Technical security guideline on deploying IPv6 (X.ipv6-secguide)” which will be finalized for consent at the next SG 17 meeting (Geneva, 17 – 26 April 2013).

According to the liaison statement from IETF Security Area - LS 6, Question 2/17 recognized that X.ipv6-secguide has similarities with draft-vyncke-opsec-v6 under development by IETF OPSEC WG.

In order to avoid any inconsistent works among SG 17 and IETF, SG 17 would appreciate continuously collaborating with IETF OPSEC WG to develop the technically aligned document between X.ipv6-secguide (by SG 17) and draft-vyncke-opsec-v6 (by IETF) in the area of IPv6 security.

In an interim meeting of Q2/17, further discussion and studies will be made for this collaboration. We will provide the updated version of X.ipv6-secguide and specific comments on the draft-vyncke-opsec-v6.

Attention: Some or all of the material attached to this liaison statement may be subject to ITU copyright. In such a case this will be indicated in the individual document. Such a copyright does not prevent the use of the material for its intended purpose, but it prevents the reproduction of all or part of it in a publication without the authorization of ITU.