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ITU-T Study Group 17 (Security) in its Question 4/17 (Cybersecurity), kindly informs you that we 

conducted studies on framework for creation, storage, distribution and enforcement of policies for 

network security, which can be found in Recommendation ITU-T X.1036 – Framework for 

creation, storage, distribution and enforcement of policies for network security. 

We believe that our work will contribute to the development of the I2NSF works, especially to 

“draft-xia-i2nsf-capability-interface-im-03.txt.” For instance, as with the draft, the PolicyRule class 

of Rec. ITU-T X.1036 has two classes, i.e., PolicyCondition and PolicyAction, just as the Rule 

class of the draft has two similar classes, i.e., Match and Action. 

We hope that we could avoid any duplicated works, and our work will contribute to the further 

development of I2NSF. 
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 Recommendation ITU-T X.1036 (2007), Framework for creation, storage, distribution 

and enforcement of policies for network security. 

___________ 

mailto:youki-k@is.aist-nara.ac.jp
http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=9255
http://www.itu.int/ITU-T/recommendations/rec.aspx?rec=9255

