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Subscribers can freely choose their internal IP addresses: 
This potentially leads to overlapping IP address spaces. 
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New PCP options required: 
1. Identify a tunnel with PCP: TUNNEL_ID 
2. Meaningful error if fail: TUNNEL_ID_UNKNOWN 

1. Mandatory-to-process option. 
2. Must be used with THIRD_PARTY option. 
3. Can be applied to all PCP opcodes for which 

the THIRD_PARTY option is valid for. 



PCP tunnel ID option 
an example of a MAP request 

1 2 3 

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

Source Port = 5350 (PCP Client) Destination Port = 5351 (PCP Server) 

Length Checksum 

0 Version = 2 0 Opcode = 1 Reserved (16 bits) = 0 

4 Requested Lifetime 

8 

PCP Client's IP Address (128 bits) (the IP address of the web portal, PCP client IP address) 
12 

16 

20 

24 

Mapping Nonce (96 bits) 28 

32 

36 Protocol Reserved (24 bits) = 0 

40 Internal Port Suggested External Port 

44 

Suggested External IP Address (128 bits) (Pooled CGN external IP address) 
48 

52 

56 

60 Option Code = 1 Reserved = 0 Option Length = 16 

64 

Internal IP Address (128 bits) (PC's IP address behind CPE) 
68 

72 

76 

80 Option Code = TBD Reserved = 0 Option Length = 16 

84 

Vendor Specific ID = Tunnel-ID (128 bits) 
88 

92 

96 

UDP Header 

Common 
Request 
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Vendor Specific 
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