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Note Well
• Any submission to the IETF intended by the Contributor for publication as all or part of an I

ETF Internet-Draft or RFC and any statement made within the context of an IETF activity is 
considered an "IETF Contribution". Such statements include oral statements in IETF sessio
ns, as well as written and electronic communications made at any time or place, which are 
addressed to:

– The IETF plenary session
– The IESG, or any member thereof on behalf of the IESG
– Any IETF mailing list, including the IETF list itself, any working group or design team list, or any ot

her list functioning under IETF auspices
– Any IETF working group or portion thereof
– Any Birds of a Feather (BOF) session
– The IAB or any member thereof on behalf of the IAB
– The RFC Editor or the Internet-Drafts function

• All IETF Contributions are subject to the rules of RFC 5378 and RFC 3979 (updated by 
RFC 4879).

• Statements made outside of an IETF session, mailing list or other function, that are clearly 
not intended to be input to an IETF activity, group or function, are not IETF Contributions in 
the context of this notice.  Please consult RFC 5378 and RFC 3979 for details.

• A participant in any IETF activity is deemed to accept all IETF rules of process, as docume
nted in Best Current Practices RFCs and IESG Statements.

• A participant in any IETF activity acknowledges that written, audio and video records of me
etings may be made and may be available to the public.

http://www.rfc-editor.org/rfc/rfc5378.txt
http://www.rfc-editor.org/rfc/rfc3979.txt
http://www.rfc-editor.org/rfc/rfc4879.txt
http://www.rfc-editor.org/rfc/rfc5378.txt
http://www.rfc-editor.org/rfc/rfc3979.txt


Goals & Milestone Check
• The working group has the following tasks:

– 1) Produce use cases and requirements;
– 2) Identify authentication and authorization mecha

nisms suitable for resource access in constrained 
environments.

• Goals and Milestones
– Jul 2014: Submit “Use cases and Requirements” 

as a WG item.
– Dec 2014: Submit “Authentication and Authorizati

on Solution” as a WG item.



Related Activities

• CoRE WG：Constrained RESTful Environment
• DICE WG: DTLS In Constrained Environments

–   finishing DTLS profile
–   struck multicast 

• COSE: spawned from JOSE 
– see object security

•  T2TRG (proposed): Thing-to-Thing RG 
– Summary meeting: Monday, ~ 130 people

•  6Lo, 6TiSCH, LWIG, ROLL 



Agenda

• Use Cases (Ludwig Seitz, 10 min)
• Public Safety Use Case (Akbar Rahman, 10 min)
• Actors (Stefanie Gerdes, 10 min)
• Authorization for Constrained RESTful Environments 

(Ludwig Seitz, 20 mins)
• DCAF Examples (Stefanie Gerdes, 20 min)
• Multicast Security (Sandeep S. Kumar, 20 min)
• OAuth and UMA (Hannes Tschofenig, 20 min)
• Simplified Key Exchange (Thomas Hardjono, 20 min)
• Privacy-Enhanced Tokens (Jorge Cuellar, 10 min)
• Wrap-up (Chairs, 5 min)
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