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Status

• Secure join design team rebooted May 
2016.

• -00 ID posted this week.  Outline created, 
expect to do motivation/problem statement 
as Introduction.
– Kramdown for draft, at: https://github.com/ietf-

roll/6tisch-secure-join

• Design team meets every two weeks, on 
Wednesdays at 1400UTC via JITSI.

https://github.com/ietf-roll/6tisch-secure-join
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